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[bookmark: scroll-bookmark-1][bookmark: _Toc423517994]Executive Summary and recommendation
This options paper is the main outcome of a sprint session on the future of an international resource developed during the Big Data projects[footnoteRef:1] under the High-Level Group for the Modernisation of Official Statistics (HLG-MOS). This resource is referred to as the “sandbox”, and is a high-powered, remote-access computing environment to facilitate collaborative research between statistical organisations. [1:  http://www1.unece.org/stat/platform/display/bigdata ] 

The sandbox is funded until the end of 2015 under the current Big Data project, through the support of the Irish Central Statistics Office and the Irish Centre for High-end Computing. It has been widely recognised as a useful asset for the official statistics community, initially in the context of Big Data research, but potentially also for other collaborative activities beyond Big Data. Current and potential use cases are outlined in section 3. The sprint session was convened to consider how the sandbox might be maintained as a shared resource after the end of the current project. 
The sprint participants outlined five options for the future management of the sandbox, which are presented in section 5. These options take into account issues such as funding, governance and data protection.
Taking the time dimension into account, these options are not necessarily mutually exclusive. Section 6 provides a roadmap for progress towards more complex options if the need arises.

Recommendation
The sprint participants recommend option 1 as the short to medium-term solution, with the possibility to migrate to options 2, 3 or 4 at a later date if necessary. The key features of option 1 are:
· Closest option to the current situation, with minimal changes to bring the sandbox on to a sustainable footing
· Development/testing/training environment only, with no processing or storage of statistically confidential data
· Continuation of the existing sandbox infrastructure with the same level of performance/support and upgrade cycle
· Estimated costs of €90,000 to €115,000 per year to be met through annual subscriptions of around €10,000 per participating organisation, assuming a minimum of 10 participants
· Governance managed through a Steering and Advisory Board comprising subscribing organisations

[bookmark: scroll-bookmark-2][bookmark: _Toc423517995]Introduction
The Big Data sandbox[footnoteRef:2] was initiated in 2014 in order to provide a shared platform for statistical organisations to collaborate on evaluating and testing new tools, techniques and sources which have the potential to be of use in modern statistical analysis.  This project has proved very successful and was extended into 2015 with an improved sandbox infrastructure and addressing more ambitious and challenging goals. [2:  http://www1.unece.org/stat/platform/display/bigdata/Sandbox ] 

The sandbox has enabled statisticians to evaluate the latest tools and approaches to make extensive use of analytics based on data generated by society. The sandbox is currently a unique platform where participants can perform real tests in collaboration with colleagues from other organisations. It is open to everyone working in official statistics.
However, the sandbox currently relies on short term voluntary contributions of capital funds and human effort. The future needs of the community should be placed on a sustainable path so that a suitable infrastructure and skilled support are in place to enable and encourage testing, training and sharing of knowledge and datasets.
This options paper suggests possible developments of the current sandbox which include considerations of potential use cases, governance and funding models as well as models to extend its role to production and/or distributed environments.
This paper is the main outcome of a sprint session hosted by the Irish Central Statistics Office in Cork, in June 2015. The members of the sprint team were:
· Ireland – Central Statistics Office - John Dunne / Mervyn O’Luing
· Ireland – Irish Centre for High-end Computing (ICHEC) - Bruno Voisin / Niall Wilson
· Italy - Carlo Vaccari / Toni Virgillito
· Mexico - Juan Muñoz
· Netherlands - May Offermans
· Poland - Karol Potocki
· Slovenia - Boro Nikic
· Eurostat - Fernando Reis
· United Nations Statistical Division - Markie Muryawan
· United Nations Economic Commission for Europe - Steve Vale
· World Bank - Andrew Whitby
· Sprint master - Thérèse Lalor


[bookmark: scroll-bookmark-3][bookmark: _Toc423517996]Use cases
The sandbox is a very flexible environment supporting a multitude of use cases, not all of which have been fully explored to date. We describe the major potential uses in this section. It is expected that the future governance body for the sandbox (see section 4.2 below) would determine which use cases were permissible and prioritise between them where necessary (e.g. due to resource constraints).
1.       Running experiments and pilots
The sandbox will be used for running predefined experiments. Experimenting involve the use of new software/tools, development of new methodologies and access to new sources/services. Also functional, performance and scaling experiments can be run in the sandbox. This use case extends the current role beyond Big Data, and encompasses all types of data sources.
2.       Testing
Setting up and testing for statistical pre-production purposes are also possible on the sandbox. This implies the set-up of complete workflows and processing mechanisms. For preproduction it is necessary to implement quality processes according certain specifications.
3.       Training
The sandbox can be used as a platform for supporting training courses at an (inter)national level. The advantage of this approach is that the sandbox can run different applications. Special software for high performance computing which cannot be installed or run on standard machines can be installed on the sandbox cluster. Also real data or demo datasets are available in the sandbox. The other advantage is that the sandbox can actually run ‘real’ analyses for training purposes. The sandbox environment allows statisticians the opportunities for self-learning, e-learning and learning by doing.
4.       Collaboration beyond big data
The sandbox is not only for handling big data, but can also serve as a platform for other purposes within the statistical community. The sandbox is a statistical laboratory where researchers can immediately share their work. New methods and tools can be developed, tested and used in collaboration. For example, methodological tests on the outputs of new CSPA-compliant services could be envisaged.
5.       Data hub
The Sandbox is also a data repository for internal or potentially external use. It provides all users access to the same datasets and can be used by multiple researchers from multiple institutions. The sandbox may provide a platform to compare country datasets on a microdata level or metadata level, subject to confidentiality constraints.
[bookmark: scroll-bookmark-4][bookmark: _Toc423517997]Considerations
[bookmark: scroll-bookmark-5][bookmark: _Toc423517998]Funding
The current funding model is based on a combination of voluntary financial contributions from organisations (CSO funding ICHEC for hardware), volunteering from partners (ICHEC staff working on the project) and project funding (UNECE paying consultancies for facilitation).
It is necessary to propose a sustainable model for the continuation of the sandbox after 2015 that could support the growth of the platform, and also attract new partners. In particular, the following criteria for the funding model should be met:
· Value: It should allow participating organisations to justify the expenditure in terms of benefits received.
· Sustainability: it should raise enough funds for initial investment and operational costs over time.
· Fairness: It should aim for proportionality between funding contributed and benefits received from the use of the sandbox.
· Practicality: It should be compatible with organisations' budgeting and procurement models.
· Simplicity: It should be simple enough to allow starting as quickly as possible in 2016.
· Inclusivity: since statistical production from big data remains experimental, public good is maximised by including more participants, who can exchange experience.
Based on these criteria, the funding model proposed is the following:
· The basis of the model is community funding through subscriptions.
· There is an annual fixed subscription fee for a common set of sandbox services.
· Additional services could be paid by subscribers.
· Developing countries would benefit from a discounted subscription rate to ensure inclusivity.
· The possibility of using the sandbox for production would help subscribers to justify allocation of resources in their own budgets to pay the subscriptions.
The purpose of the model is to make the sandbox sustainable: more participating organisations will mean more financial resources that should be re-invested in the project to grow the infrastructure and to improve the service level of the sandbox. The value consideration would be maximised by allowing flexibility to pay for additional components that particular participants might require.
The following cost components were identified as common to options 1-4 presented in section 5:
· Capital cost of hardware (to be renewed every 3 years approximately) + operational costs of the data center
· Human resources to be split into two components:
· Facilitators (UNECE now)
· Technical administrators (ICHEC now)
· Software licenses (currently most of the software is free, but some are trial versions which likely need long term support)
· Communications and other administration costs
· Training
[bookmark: _Toc423517999]Governance
Suitable governance structures and policies will be important to ensure the success, wide adoption and future development of the sandbox. The aim should be to implement an efficient and effective management structure to encourage active engagement by all interested parties. The diagram below suggests a possible structure and roles. The roles are described in the Annex.
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[bookmark: _Toc423518000]Community
The sandbox, as a collaboration platform among statistical organisations, cannot be separated from larger relevant communities such as academia. In fact, there is a need to better identify those stakeholders and clarify the roles that they may play in the future of sandbox. Involvement of these stakeholders could help to spread the initial cost of investment and day-to-day operations more widely. In addition, new use cases and requirements may arise, increasing the relevance of the sandbox.
The community can be broken down into several categories:
· Primary consumers: national and international statistical organisations that wish to use big data technologies for various purposes. Non-UNECE member countries who participate in the project are considered to be primary consumers.
· Secondary consumers: institutions that could support the work of primary users such as academics, research institutes, other governmental bodies or private companies
· Technology partners: organisations or entities that are related to the provision of technology such as hardware or software providers
· Data partners: data providers or owners
Each type of community member can be assigned specific role(s) in the sandbox governance. Primary consumers will be part of the steering and advisory board.
[bookmark: scroll-bookmark-6][bookmark: _Toc423518001]Legal and data protection considerations
The sandbox and various options below need to be considered in the light of several legal frameworks. The underlying principles that balance living in an open, informed and transparent society with a person’s fundamental rights to privacy are described in various documents, including the Fundamental Principles of Official Statistics[footnoteRef:3]. Typically these principles and rights are implemented in different jurisdictions in the form of data protection, statistical and freedom of information laws.  [3:  http://unstats.un.org/unsd/dnss/gp/FP-New-E.pdf ] 

The use of confidential data in the sandbox requires that all relevant legislative frameworks are taken into account and that the technological solutions adopted are appropriate. One important consideration is that the security measures adopted do not hamper the flexibility of use of the sandbox, particularly important in the case of an environment to be used as a test bed. Therefore, the use of confidential data in the sandbox will be limited by what is possible under the technological solutions adopted.
As is discussed in section 5, if a production environment is considered and confidential data collected under statistical legislation are to be used, the technological and security solutions need to be adapted accordingly.

[bookmark: scroll-bookmark-7][bookmark: _Toc423518002]Options
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Options for the future of the sandbox have been considered on two main dimensions: 
· Firstly, whether a single sandbox, as currently used, is adequate to cover future use cases, or whether a network of sandboxes would be more appropriate
· Secondly, whether the sandbox(es) should support statistical production uses, which is not the case currently
This section describes these two dimensions, before evaluating the four possible combinations, according to the considerations described earlier.
[bookmark: scroll-bookmark-8]
Dimension 1: Network
As the sandbox grows, and the number of participants grows, a single sandbox may be inadequate to serve all needs. Instead, a network of sandboxes could be developed so that different sandboxes could serve different participant groups. For example, sandboxes could be region-specific, which may simplify data protection concerns relating to cross-border data transfer and storage. Sandboxes could be created in cooperation with high-performance computing centers or other infrastructure providers available in the relevant region or could be supported directly on the infrastructure of statistical organisations. Under this approach, the multiple sandboxes could be:
· Fully independent – separate networks with independent infrastructures and with no contact at organizational level
· Technically independent – separate networks but with collaboration between participants of different sandboxes.
· Loosely coupled – some degree of technical connection - e.g. replicated datasets, one sandbox acting as a backup for another.
· Tightly coupled – a much closer degree of technical connection, where physically separate sandboxes can share computation (may not be technically feasible).
We envisage that the most likely network approaches are technically independent (with collaboration) or loosely coupled. The major advantages of such a network are:
· Localisation - each sandbox could be customised to a local language, e.g. for document, support, etc.
· Data localisation - large transfers will be more practical to a physically closer site (due to higher bandwidth).
· Availability - a network of independently-hosted sandboxes improves availability and disaster recovery options through greater redundancy.
· Scalability – if a network is established it may be easier to create and connect a new sandbox rather than improve an existing one
· Reproducibility - by replicating the configuration of the sandbox, the statistical community can build capacity.
· Specialisation - different sandboxes could specialise to specific types of data / types of analysis / technical platforms.
· Diversity of options - we may see faster progress through competing configurations.
· Political inevitability - national and regional sandboxes are likely to be created anyway, so we should anticipate this and prepare accordingly.
The major disadvantages of such a network, compared with a single sandbox, are:
· Cost - for any given number of participants, multiple sandboxes would cost more (some duplicated fixed cost, duplicated data storage and duplicated administration - although lower human resource costs in some regions may partially offset this).
· Complexity - for a relatively small number of participants, would increase organisational overhead (although with enough participants it may reduce it).
· Divergence of vision / reduced motivation to collaborate - separate sandboxes may add friction to collaboration (if different platforms, or access to different data sets).
· Performance - for any fixed level of hardware expenditure, one unified sandbox offers higher capacity for a single job (all nodes on one cluster).

[bookmark: scroll-bookmark-9]Dimension 2: Statistical Production
The primary reason for enabling the sandbox for statistical production is to provide statistical organisations with a production capability, using big data, without requiring production facilities at their own location. Production here implies statistical production tasks requiring high infrastructure resources (availability, reliability and scalability). The potential benefits of supporting production include:
· Low barrier to entry - lower costs, in comparison with acquiring own facilities or with contracting commercial providers, especially for developing countries.
· Feasibility - allocation of resources in the budget may be easier to justify.
· Flexibility – the sandbox could be an alternative solution for temporary or short term tasks.
The potential drawbacks to supporting production include:
· Legal/policy issues - National laws or policies inhibiting movement of data outside country borders may mean some organisations could not take advantage of a remote production facility.
· Capital cost (to sandbox) - Substantially higher upfront investment required to support enhanced service requirements.
· Operating cost (to sandbox) - Substantially higher ongoing support and administration required.
[bookmark: scroll-bookmark-10][bookmark: _Toc423518003]Option 0: No sandbox
Option 0 would be to discontinue the use of current sandbox at the end of 2015. Under this option, there will be no cost for the community, however statistical organisations might need to find an alternative environment to substitute the computing capability offered by the sandbox. This may mean each organisation individually acquiring similar infrastructure to achieve similar outcomes, which would be less efficient. Another possibility would be to turn to commercial providers, the costs for which vary considerably depend on the capacity and intensity of usage. It is estimated that the average cost would be in the range of €20,000 - €150,000 per year, depending on configuration options. However, option 0 implies the loss of existing cooperation among countries/organisations and the discontinuation of sharing of experiences and exchange of ideas.
[bookmark: scroll-bookmark-11][bookmark: _Toc423518004]Option 1: Single sandbox / Non production
Option 1 is closest to the current situation, with minimal changes to bring it to a sustainable footing. As now, this option would support a development/testing/training environment only, with no processing or storage of confidential data. It would continue to be based on a fair sharing of resources. It would not support any production use, but would be the lowest-cost option and require the fewest changes from the status quo, making it the most feasible in the immediate future.
[bookmark: scroll-bookmark-12]Funding
Option 1 assumes continuation of the existing sandbox with the same level of performance/support and upgrade cycle.  Since the environment is intended for experimental purposes only, reliability, organisational scalability and security are kept at basic-reasonable levels. The cost breakdown is based on the current costs, with the addition of software support:
(existing) Hardware costs: €10,000 per year (annualised, based on a 3-year upgrade cycle)
(new) Software costs: €10-15,000 per year (support contract)
(existing) Human costs: One full time equivalent, split between system administration and facilitation (currently €70-90,000 per year)
Several funding models were considered. Models with a pay-as-you-go / usage charge may seem initially appealing, but were considered incompatible with the budget process of many organisations, as it can be difficult to estimate future computing usage. A simple subscription model (preferred) would involve an annual flat payment per participating organisation (approximately €10,000 for national statistical organisations from developed countries and international organisations, €2,500 for national statistical organisations for developing countries, and €1,000 for least developed countries). Assuming a fair use policy, this payment would entitle access to the sandbox with standard configuration / support / tools / disk quota, ten user accounts and reasonable use of compute time. Additional resources could be considered on a case-by-case basis. As part of a fair use policy, subscribers would be expected to share results and experiences within the sandbox community. This option would only be viable if at least ten organisations participate. As further subscribers join, computing power and storage could be expanded by adding nodes (hardware). Therefore, the subscription should be set high enough to cover any expansion needed, on average, for a new subscriber, as well as additional staff time. (The existing hardware has already been funded by CSO, and we anticipate its continued use in the sandbox.)
[bookmark: scroll-bookmark-13]Governance
The governance arrangement under this option would be the basic structure described in section 4.2.
[bookmark: scroll-bookmark-14]Legal / Data protection issues
Under this option the sandbox is not considered a secure environment, as such due consideration needs to be given to the sensitivity of the data. It is important that terms and conditions are formulated and agreed to ensure this. For example, commercial data may or may not be sensitive and could be considered on a case by case basis. In order to build trust and operate in an open and transparent manner, the sandbox should maintain a public register of projects, involved organisations, data sources and data controllers.

[bookmark: scroll-bookmark-15][bookmark: _Toc423518005]Option 2: Multiple sandboxes / Non production
Option 2 envisages building a network of sandboxes as described above, but without a production capability. Under this option, sandboxes could be tailored to regional or other requirements (e.g. language localisation, tool specialisation). There would be coordination between different sandboxes, with sharing of solutions, experiences, architecture and data. It is possible that a network may ultimately scale better, as the technical and organisational complexity of the sandbox(es) grow. As described above, there are different degrees of interconnectedness possible, with different advantages and disadvantages:
The technically independent approach is relatively easy to setup (replicated architecture, scripts, etc from the current sandbox), with limited need for coordination, and is the most affordable of the networked options. However, under this model, data exchange is more difficult and configurations of different sandboxes may diverge over time, making cooperation more difficult.
The loosely-coupled approach may be easy to setup, but further research is needed. It requires an intermediate level of technical coordination, enough to maintain common linkage. It would allow easier exchange of data between sandboxes.
The tightly-coupled approach is the most technically challenging to set up (and may not be possible). It would require tight coordination, common configurations and fast network links between the sandboxes. It would however, allow multiple sandboxes to combine data, storage and computation as a single virtual sandbox in order to take on larger tasks.
[bookmark: scroll-bookmark-16]Funding
The total cost would depend on number of subscribers and regions. Assuming that each sandbox is configured approximately the same as for option 1, the total cost would (in the worst case) be as for option 1, but multiplied by the number of sandboxes. However, allowing for lower staff costs in some regions, and some economies of scale (particularly in staffing), the total cost could be lower than this.
Overall, for a given number of participating organisations it is likely that option 1 would always be cheaper on a per-subscriber basis.  Given the regional structure the preferred funding model would be a regional subscription. This would allow each region to determine a scale of resources appropriate to the needs of participants in that region. If a more tightly coupled approach were adopted, this would limit the options for cost reduction through varying configurations by region, and may also have other cost implications (for example additional storage or higher speed network links). A network approach requires at least 10 participants per region to be viable; however this number could be reduced in low-cost regions or if a lower cost configuration were adopted in some regions. Medium term expansion would be as for option 1, with the additional possibility of increasing the number of regions.
[bookmark: scroll-bookmark-17]Governance
This option would require multiple owners and may require multiple technical managers and administrators. Support staff may be able to support multiple regions depending on language and time zone requirements. An additional responsibility will be to maintain the coordination between the network of sandboxes. This role could be taken by the advisory board, with operation delegated to the technical managers and administrators in addition to their ordinary tasks.
[bookmark: scroll-bookmark-18]Legal / Data protection issues
Data protection considerations for this option are the same as option 1, however the questions raised in option 1 may be answered differently in each particular sandbox. It would be recommended that datasets reside on a single sandbox when possible. Otherwise, the data controller role becomes more complicated where data is replicated across multiple sandboxes with multiple user communities to manage. Where data is shared across sandboxes, an additional consideration for the data owner and controller is the geographical location of the sandbox(es) hosting the data set.

[bookmark: scroll-bookmark-19][bookmark: _Toc423518006]Option 3: Single sandbox / Production
Option 3 would have a single sandbox, but that sandbox would support statistical production. As described above, support for statistical production imposes additional requirements on the sandbox. In particular, a service-level agreement (SLA) would be desirable (for example certain guarantees of 24/7 or similar availability). Changes to the hardware and software environment would be managed more strictly to ensure production uses were not disrupted. A higher level of support would be required, in particular systems support.
These requirements may necessitate the use of two systems, one for development / test / training and one for production. If confidential data processing were supported (which is likely for many production uses), this would impose further requirements, which would add cost and complexity. In this case, two independent systems would almost certainly be required, with the production system dedicated to a single user / organisation / project at a time, with blocks scheduled in advance. Either way, the production system would be much less flexible due to the need for system stability. Additionally, to guarantee high availability it may be necessary to maintain two independent production clusters, both configured for production, one primary and one as backup.
[bookmark: scroll-bookmark-20]Funding
Significant investment would be required to meet the needs of high availability and security. Firstly, as above, three clusters may be required. In addition, each of primary and secondary production systems would require additional hardware and/or software and staff support to ensure sufficient security and availability for production use. Therefore, the total cost could be around 3 times of the cost of option 1.
Given the substantial additional cost of this model, two-tiered subscriptions would be preferable, with a non-production participant subscription as option 1 (approximately €10,000 for national statistical organisations from developed countries and international organisations, €2,500 for national statistical organisations for developing countries, and €1,000 for least developed countries), and production participants paying higher subscription to recover the extra cost of production systems (this could be 4-5 times more - depending on number of participants).
The minimum number of participants for non-production use would be similar with option 1, and minimum number of production participants would be determined case-by-case basis.
[bookmark: scroll-bookmark-21]Governance
This option may require duplicate roles for both the development / testing / training and the production sandbox(es). More effort will be required for management and oversight of the production sandbox. A more complex SLA would be required.
[bookmark: scroll-bookmark-22]Legal / Data protection issues
[bookmark: _GoBack]If production were limited to non-sensitive data then the data protection implications are similar to option 1. However, if the sandbox contains data of a sensitive or personal nature, then enhanced data protection requirements would apply. It is important that the data controller identifies the jurisdiction and laws that they need to comply with. The legislation that may apply will include Statistical, Data Protection and possibly Contract law (data may be provided on a contract basis). 
The data controller will also be responsible to ensure that measures are put in place such that any access and processing of the data is compliant with relevant legislation. These measures may include virtual or physical partitioning of the sandbox, or partitioning by time. Possible ways to partition the sandbox include separation by data source, by project or by user group. Ultimately, the data controller is responsible for the security of the data. Therefore, the sandbox coordinator needs to be able to provide reassurance to the data controller that the data are safe. These considerations need to be included in any agreement between the data controller and the sandbox coordinator.
[bookmark: scroll-bookmark-23][bookmark: _Toc423518007]Option 4: Multiple sandboxes / Production
This option combines the network and production features of options 2 and 3, and all of the considerations relevant to those options apply. However, here some further flexibility exists in choosing which environments are replicated in the network. The variant considered here includes a single central development / test / training sandbox, with only production sandboxes deployed in separate regions.
[bookmark: scroll-bookmark-24]Funding
Assuming that each regional production facility is configured with a primary and backup cluster, the total costs would be higher with this option compared with either option 2 or option 3. However, since we envisage that only a small number of participants would require production access, this option may in practice be similar to option 3, at least at first. The preferred funding model for this option would be a base central subscription plus region-specific subscriptions for production participants. The central subscription would be similar to that in option 1, while the region-specific subscription would depend heavily on the number of production participants in the region (ie. the number of organisations sharing these costs). This option would require a higher number of production-ready participants in order to be viable (except in case of only one production sandbox, in which case option 4 and 3 are effectively the same). For this reason, option 4 may be a longer-term outcome reached after transitioning through option 2/3.
[bookmark: scroll-bookmark-25]Governance
The governance arrangements would be a combination of options 2 and 3.
[bookmark: scroll-bookmark-26]Legal / Data protection issues
By comparison with option 2, the nature of production work means that data sharing or replication between sandboxes is unlikely to be sensible or desirable. This should therefore ease data location concerns for both the data controller and data provider. All option 3 concerns will apply to each individual production sandbox.


[bookmark: scroll-bookmark-28][bookmark: _Toc423518008]Roadmap
In the case of options 2, 3 or 4 being deemed the desirable target, there are two ways to implement the final infrastructure:
· Implementing the chosen option directly.
· Implementing the option 1 infrastructure, then progressively expanding it until the final design is reached.
The progressive development is possible because, compared to option 1:
· Option 2 is a direct expansion of the infrastructure and governance (multiple systems, governed by multiple boards).
· Option 3 is a direct expansion of the infrastructure (multiple systems).
Then compared to options 2 and 3, option 4 is a direct expansion in infrastructure and/or governance complexity (adding production systems to option 2, or 'networking' option 3). Therefore, there is a natural progression path from option 1 to option 2 (through 'networking' the option 1 model) or to option 3 (with the addition of a production node). From there, option 4 is achievable as a latter expansion.

While it could be tempting to implement the chosen option directly, therefore achieving the final chosen design faster, this would also constitute a risk in terms of user adoption and community development. This is because the option 1 infrastructure is the simplest model for users, with a single platform to access and work with. This, in turn, allows an easier buildup of knowledge and experience through a tight user community. This is in contrast with a more complex system with distributed user communities where new users would have to learn from a more complex system with a reduced local user community.
In the context of driving adoption of a new platform / methodology, peer learning (from work colleagues or co-users of a system) is a critical factor. It may therefore be desirable to ensure that a 'knowledgeable' community is first developed in ideal quick-learning conditions before the infrastructure is made more complex or the user base split.
The current expectations are that the potential need for option 2 or 3 will become clearer in 2016 based on the experiences with option 1.
[bookmark: scroll-bookmark-29][bookmark: _Toc423518009]Communication
The purpose of this section is to consider how best to build, strengthen and inform the UNECE Big Data project team and the emerging community. This emerging community includes but is not limited to: statistical organisations, partners, funders, data owners and academic researchers. We also need to consider how to communicate with the media and the broader public.
The materials which need to be communicated include clear and relevant descriptions of the infrastructure, projects, data stores, challenges and potential opportunities. It may also be possible to strengthen the academic contribution within the community through the use of Open Data and synthetic data sets.
Informing, strengthening and promoting the community is a responsibility that is initially shared between all the members of the Big Data project team, and later between the actors involved in the sandbox governance structure. It will involve the following activities:
· Informative website (project descriptions, project updates, problems yet to be resolved, emerging opportunities, data sources).
· Success stories (noting the importance of presentation, including use of modern technologies to visualise results).
· Regular newsletter with subscribers.
· Discussion forum.
· Development and delivery of education and training.
· Sponsoring / organising open data competitions (e.g. prize for best data visualisation...).

Communications between the participating organisations can be strengthened by continued virtual conferencing supplemented by an annual forum / meeting / seminar / sprint. It is also important to encourage active user contributions describing their experiences and technical solutions. As the number of people working on the sandbox grows, it will become more important to strengthen the communication ecosystem.



[bookmark: scroll-bookmark-30][bookmark: _Toc423518010][bookmark: scroll-bookmark-31]Annex - Actors and Roles
1. Steering and Advisory Board: Represents the interests of the community and all stakeholders and is composed of representatives of the subscribing organisations. It is responsible for defining the strategy of the sandbox and prioritising investment in resources. It decides how to invest money in response to demand and whether to establish partnerships with other bodies. (Currently HLG)
2. Co-ordinator: Also known as Service Provider. The institution owning and hosting the physical equipment and responsible for operation of the sandbox. (Currently CSO/ICHEC)
3. Administrator: Manages technical infrastructure and implements technical aspects of the data access policy.  Implements and reports on sandbox metrics as well as on user activity and resource usage. (Currently ICHEC)
4. User: Individual staff members of subscribing organisations.
5. Support staff: User support for application level software. Communications support for dissemination, forums, wiki, etc. (None currently)
6. Data custodian – Person who brings the data to the Sandbox and safeguards the data.
7. Technical Manager - responsible for coordination of sandbox and user groups. (Currently staff nominated by UNECE)
8. Project Manager - special user within a group who manages a particular experiment (one per experiment).

The following table maps the above actors to the roles identified in section 4.3

	Role
	Community

	Steering and Advisory Board
	Primary users

	Coordinator
	Primary users

	Administrator
	Technology partners

	User
	Primary users, Secondary users

	Support staff
	Primary users, Technology partners

	Data controller
	Primary users, Data partners

	Technical Manager
	Primary users

	Project Manager
	Primary users
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